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(with $a, b \in F$ fixed parameters), together with a point at infinity.

- This set of points forms an abelian group where the Discrete Logarithm Problem and Diffie-Hellman-type problems are believed to be hard (no attack better than the generic ones).
- Interesting for cryptography: for $k$ bits of security, one can use elliptic curve groups of order $\approx 2^{2 k}$, keys of length $\approx 2 k$. Also come with rich structures such as pairings.
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## Hashing to elliptic curves is a problem

- Many cryptographic protocols (schemes for encryption, signature, PAKE, IBE, etc.) involve representing a certain numeric value, often a hash value, as an element of the group $\mathbb{G}$ where the computations occur.
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because only about $1 / 2$ of possible $x$-values correspond to actual
points.
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- Elliptic curve-specific protocols have been developed to circumvent this problem (ECDSA for signature, Menezes-Vanstone for encryption, ECMQV for key agreement, etc.), but doing so with all imaginable protocols is unrealistic.
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Defined as $f: u \mapsto(x, y)$ with
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x=\left(v^{2}-b-\frac{u^{6}}{27}\right)^{1 / 3}+\frac{u^{2}}{3} \quad y=u x+v \quad v=\frac{3 a-u^{4}}{6 u}
$$

Efficient, constant-time, and applies to almost all elliptic curves. However, image size is only $\approx 5 / 8$ of all points. The construction $H(m)=f(h(m))$ is easily distinguished from a RO to the curve even if $h$ is modeled as a RO. Security?

Many more deterministic encodings to ordinary curves proposed recently, but with the same limitation.
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- Can we propose constructions that will work all the time instead?
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## General construction
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Downside: quite inefficient ( $\approx 10$ times slower than Icart's function alone).

## Proof sketch

The function $F$ is:
Computable Clearly.
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The function $F$ is:
Computable Clearly.
Regular With $v$ uniformly distributed in $\mathbb{Z} / N \mathbb{Z}$ it is clear that $f(u)+v \cdot G$ is uniformly distributed in $E\left(\mathbb{F}_{q}\right)$, regardless of the behavior of $f$.
Samplable To sample $F^{-1}(\varpi)$, pick a random $v \in \mathbb{Z} / N \mathbb{Z}$ and solve the algebraic equation $f(u)=\varpi-v \cdot G$ for $u$. For Icart, there are at most 4 solutions, easy to enumerate. Return ( $u, v$ ) for one of those solutions $u$ at random, or try again if there are none.
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## Efficient construction

A much more efficient construction of an admissible encoding is as follows:

$$
F(u, v)=f(u)+f(v)
$$

where $f$ is Icart's function.
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- Justify that we can ignore what happens at infinity (intersection theory on $C \times C)$, and push everything down to $\left(\mathbb{F}_{q}\right)^{2}$.
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- Propose two such constructions, one more general, the other more efficient.

Further problems:

- Extend the efficient construction to any deterministic encoding to elliptic and hyperelliptic curves (done!)
- Construct injective encodings to ordinary curves?
- Understand how the possibility of encoding scalars as curve points affects elliptic curve-based protocols?


## Thank you!

